
นโยบายการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศ
(IT Risk Management Policy)

คณะกรรมการธนาคารออมสิน ผู้บริหาร พนักงาน และลูกจ้างธนาคารออมสิน มีบทบาทหน้าที่ในการให้ความร่วมมือ
ปฏิบัติตามนโยบายการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศ

ธนาคารต้องจัดให้มีข้อกำหนดในการพิจารณาความมีนัยสำคัญภายใต้กรอบหลักการ ที่คำนึงถึงความเสี่ยงและผลกระทบ
ต่อการให้บริการหรือดำเนินธุรกิจของธนาคารในวงกว้าง และผลกระทบต่อระบบธนาคารในวงกว้าง

หลักการ

สาระสำคัญ

          ธนาคารตระหนักถึงความสำคัญของการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศ (IT Risk Management) 

ซึ่งเป็นความเสี่ยงที่สำคัญโดยถือเป็นส่วนหนึ่งของการบริหารความเสี่ยงในภาพรวมของธนาคาร (Enterprise Risk Management) 

          จึงกำหนดให้มีนโยบายการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศ (IT Risk Management Policy) สำหรับใช้เป็น

หลักเกณฑ์การกำกับดูแลและบริหารจัดการความเสี่ยงด้านเทคโนโลยีสารสนเทศของธนาคารในระดับองค์กรแบบองค์รวม 

และเพื่อเป็นประโยชน์ในการควบคุมความสูญเสียอันเนื่องมาจากความเสี่ยงด้านเทคโนโลยีสารสนเทศให้อยู่ภายใต้ระดับความเสี่ยง

ที่ธนาคารยอมรับได้

ธนาคารต้องมีการประเมินความเสี่ยงด้านเทคโนโลยีสารสนเทศเพื่อให้ทราบถึงสภาพความเสี่ยง และระดับความเสี่ยง
ในภาพรวมระดับองค์กรเป็นประจำ อย่างน้อยปีละหนึ่งครั้ง หรือเมื่อมีการเปลี่ยนแปลงอย่างมีนัยสำคัญ

ธนาคารต้องกำกับดูแลและบริหารจัดการความเสี่ยงด้านเทคโนโลยีสารสนเทศ โดยมีการติดตามทบทวน และตรวจสอบ
การดำเนินงานตามกรอบการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศและกระบวนการบริหารความเสี่ยง
ด้านเทคโนโลยีสารสนเทศ 

ธนาคารจัดให้มีการดูแล ให้คำปรึกษา และแนะนำแก่บริษัทย่อยในการบริหารความเสี่ยงด้านเทคโนโลยีสารสนเทศ 
(IT Risk Management)  เพื่อสอดคล้องกับนโยบายธนาคารอย่างเหมาะสม 

ธนาคารจะจัดให้มีการทบทวนหรือปรับปรุงนโยบายฉบับนี้ อย่างน้อยปีละหนึ่งครั้ง หรือเมื่อมีเหตุการณ์เปลี่ยนแปลง
ที่มีผลกระทบต่อนโยบายอย่างมีนัยสำคัญ  

ฝ่ายบริหารความเสี่ยงและกำกับด้านเทคโนโลยีและดิจิทัล


